
 

Lab Exercise SMTP and FTP: 
1. Let’s suppose your organization needs to create its small server (to provide some services) 
based network. With below mentioned topology and instructions: 
Attach a screenshot of each step. Also, Submit a .pkt file.  
a) Configure SMTP (create an account with your last name along with the last 3 digits roll 
number) and send mail from PC 0 to PC 1, PC1 to PC 2 and PC0 to PC3.  
b) Configure the FTP server to create an account with your first name, password with your roll 
number, and filename with your last name (.bin extension) to show all connection results. The 
FTP Server should be established on Server 0, Server 1 and Server 3. 

 
REAL TIME:  
 

 



 

 

 

 



 

 

 



 

 

 
 
 



 

 

 
 



 

Sending mail from PC0 TO PC3: 

 
 
 
 
 
 
 
 
 
 



 

Sending mail from PC0 TO PC1: 

 
 
 
 
 
 
 
 
 
 



 

Sending mail from PC1 TO PC2: 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 

b) FTP:  

 
 
Created file afzal.bin in PC0  

 
 



 

 
 

 
Ftp server0 ip 

 
Ftp server3 ip 
 

 
Ftp server1 ip 



 

Checking on PC3:   

 

 
Ftp server0 ip 



 

 
ftp server 3 ip 
 

 
Ftp server 1 ip 
 
 
 
 
 
 
 
 



 

Checking on PC1 

 
Ftp server1 ip 

 
Ftp server0 ip   
 
 



 

 
Ftp server 3 ip   
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 

Lab Exercise Wireshark: 
Open the WiresharkLab5J.pcap file on Wireshark. Apply a HTTP filter and select the packet 
having 
serial no. 28 and answer the following questions: 
1. What is the status code returned from the server to your browser? 
2. When was the HTML file that you are retrieving last modified at the server? 
3. What is the destination and source port no? 
4. What is the destination and source ip address of the packet? 
5. How many data-containing TCP segments were needed to carry the single HTTP response? 
 

1.​  

 
HTTP/1.1 200 OK  
Status code: 200  
 
 
 
 
 
 
 
 
 
 
 
 



 

2.​  

 
3.​  

 
Source Port: 80  
Destination Port: 62041   
 
 
 



 

4.​  

 
 
Source Address: 128.119.245.12 
Destination Address: 10.0.0.44  

5.​  

 
Count: 6 
 



 

Steps I followed to count the TCP segments carrying the HTTP response 

1.​ Open capture & filter for HTTP​
 I opened the WiresharkLab5J.pcap file in Wireshark and typed http in the display-filter 
bar.​
 Then I scrolled to packet No. 28, which contains the HTTP response. 

Follow the TCP stream​
 I right-clicked on packet 28 → Follow → TCP Stream.​
 After closing the text window, Wireshark automatically applied the filter​
 tcp.stream eq 0 

2.​  so only the packets for this single connection were visible.​
 

3.​ Identify server-to-client packets​
In the Packet List I looked at the Source and Destination columns.​
The server IP is 128.119.245.12 and my client IP is 10.0.0.44, so I focused only on 
packets where the Source is 128.119.245.12.​
 

4.​ Count data-carrying segments​
 I checked those server-to-client packets and counted every one with a non-zero TCP 
length (these are the packets that actually carry the HTTP data).​
 The packets are 18, 23, 24, 25, 27, and 28.​
 

5.​ Result​
 Total data-containing TCP segments for the single HTTP response = 6. 

 
 
 


